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UniCredit Bank Czech Republic and Slovakia, a.s., Identification No 64948242, 
registered in the Commercial Register of the Municipal Court of Prague, Sec-
tion B, File No 3608 (hereinafter also referred to as “the Bank”) provides to 
its clients (hereinafter referred to as “Clients”) internet banking applica-
tions/functionalities allowing Clients to use certain banking services which 
involve communication with the Bank in an agreed manner via the Internet 
or public telecommunication networks or mobile operators’ networks or 
video (hereinafter referred to collectively as “Internet Banking Products”). 

These Product-Specific Business Terms and Conditions for Internet 
Banking Products of UniCredit Bank Czech Republic and Slovakia, a.s. , lay 
down binding rules to govern relations between the Bank and the Client 
in connection with the provision of Internet Banking Products. 

These Product-Specific Business Terms and Conditions for Internet Bank-
ing Products of UniCredit Bank Czech Republic and Slovakia, a.s. , shall 
be effective from 10 December 2024 and fully supersede and replace 
the Product-Specific Business Terms and Conditions for Internet Banking 
Products of UniCredit Bank Czech Republic and Slovakia, a.s. , effective 
from 1 March 2022. 

1	 INTRODUCTION 

1.1	The Bank provides Internet Banking Products in connection with cer-
tain banking services and such provision is governed by applicable 
laws, the General Business Terms and Conditions of UniCredit Bank 
Czech Republic and Slovakia, a.s. , as current at the time of entry into 
the contractual agreement, subject to amendments under Article 3 
of the General Business Terms and Conditions,  (hereinafter referred 
to as “General Business Terms and Conditions”) and the Product-Spe-
cific Business Terms and Conditions for Internet Banking Products of 
UniCredit Bank Czech Republic and Slovakia, a.s. (hereinafter referred 
to as “IB Specific Business Terms and Conditions”), the List of Banking 
Service Fees of UniCredit Bank Czech Republic and Slovakia, a.s. (here-
inafter referred to as “List of Fees”) , and such other contractual docu-
mentation as may apply to a particular Internet Banking Product. 

1.2	The Bank shall have the right to modify the IB Specific Business Terms 
and Conditions or add new provisions thereto, particularly in respect  to 
the Bank’s communication with the Client, User terms and conditions, 
blocking of Internet Banking Products, technical and security require-
ments for the use of Internet Banking Products, liability for damages, 
and the scope of changes to the IB Specific Business Terms and Con-
ditions and rules for the effectuation of such changes. The Bank shall 
have the right to modify the IB Specific Business Terms and Conditions 
or add new provisions thereto if a reasonable need for such modifica-
tion of addition arises, such as for the purposes of changing or expressly 
 modifying certain rights and duties of the Parties in connection with 
a legislative change or a change in available technology or situation in 
financial markets or the Bank’s business policy. The Bank shall deliver 
the text of such amendments, or the full text of the amended IB Spe-
cific Business Terms and Conditions, to the Client using any method 
agreed between the Bank and the Client for their mutual communica-
tion in connection with their contractual relationship no later than two 
months before the intended effective date of the amendments. 
The Bank may also notify the Client of changes to these IB Specific 
Business Terms and Conditions in  electronic form. If the Client disa-
grees with the proposed amendment to the IB Specific Business Terms 
and Conditions, the Client shall be entitled to terminate the contractu-
al agreement with the Bank on that ground by giving the Bank  written 
notice of termination with effect as of the date immediately preceding 
the effective date of the proposed amendment, or with immediate 
effect if law affords such  a right to the Client. If the Client does not 
refuse the Bank’s proposal, the new text of the IB Specific Business 
Terms and Conditions shall become binding in respect of the contrac-
tual agreement between the Bank and the Client as an amendment 
to the formerly agreed contractual terms and conditions with effect 
from the effective date of the amended IB Specific Business Terms and 
Conditions, as specified in the amendment. 

1.3	If the Parties’ rights and obligations provided in the IB Specific Busi-
ness Terms and Conditions are modified in direct consequence of 
a legislative amendment for which no contractual deviation is per-
missible, Article 1.2 hereof shall not apply. The Bank shall notify 
the Client of any such modification.

1.4	To the extent technically feasible, the particular, contractually agreed 
Internet Banking Products may be used as means of communication be-
tween the Client and the Bank, or the Bank and a third party, such as 
for the purposes of negotiating distance contractual agreements on fi-
nancial services (and any amendments thereto). Where the distance 
contractual agreement is negotiated via an Internet Banking Product, 
authorisation by a personalised security token (refer to Article 5.1) shall 
be deemed equivalent to the Client’s signature on a paper support. 

1.5	The environment of the relevant Internet Banking Product applica-
tion shall be considered the Client’s correspondence address. Subject to 
certain other legal conditions, the Bank shall use that address to deliver 
information, draft contractual agreements and amendments thereto, 
etc. , to the Client. Information and documents sent by the Bank shall be 
deemed received by the Client on the date when delivered to the mail-
box of the respective internet banking service application or installation. 

1.6	The Bank shall provide information on account balances and execut-
ed transactions to the Client through the Internet Banking Products. 
The user of  the Internet Banking Products (hereinafter referred to as 
“User”) shall be obligated to check the account statement notifica-
tions, as delivered to the User from time to time, to see if they are in 
line with the orders placed and if the orders were executed or rejected 
by the Bank.  If any debit/credit errors or other discrepancies are identi-
fied, the Client must send a complaint to the Bank without undue delay. 
If the Client fails, without the existence of objective insurmountable 
impediments, to send the complaint within 30 days of the date when 
the account statement concerned was displayed in the Internet Banking 
Product, the complaint shall be treated as not filed without undue delay. 

1.7	The Bank may make all Internet Banking Products currently on offer 
available to the Client and link any  of the Client’s accounts, pay-
ment cards and other Bank products,  whether currently existing or 
obtained in the future, to the Internet Banking Products. The Bank 
shall allow the Client to make changes in the set of accounts linked 
to the Internet Banking Products and the authorisation levels and 
limit amounts. A list of  Internet Banking Products and authorisa-
tion levels and payment limits and a list of the banking products 
which may be linked to the Internet Banking Products are provided 
in the Summary of Internet Banking Services and Parameters, sub-
ject to any updates as may be made by the Bank from time to time. 

1.8	Based on relevant developments, the Bank may include new appli-
cations/functionalities in the electronic banking environment and 
exclude obsolete applications/functionalities.

2	 INTERNET BANKING PRODUCT USER 

2.1	For the purposes of these IB Specific Business Terms and Conditions, 
 a User of Internet Banking Products shall be understood to mean: 

	 a)	� A person who entered into a contractual agreement with 
the Bank under which such person is authorised to use Internet 
Banking Products without having a specific agreement on a par-
ticular banking service with the Bank; or

	 b)	� A Client , being an account holder , that uses Internet Banking 
Products; or

	 c)	� Any natural person authorised by a Client , being an account 
holder , to use certain products and services through Internet 
Banking Products on that Client’s account; or 

	 d)	 A co-applicant for a particular banking service. 

2.2	By authorising the User within the meaning of the preceding 
paragraph, the Client being the account holder authorises the Bank 
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to disclose to the User any information that would otherwise be 
subject to banking secrecy, and authorises the User to receive 
on the Client’s behalf any documents sent by the Bank to the Client 
in accordance with Article 1.6 hereof. Information and documents 
sent by the Bank shall be deemed received by the Client on the date 
when received by the User in accordance with Article 1.6 hereof. 

2.3	By accepting the authorisation referred to herein above, the User 
acknowledges the correctness of  the information and undertakes 
to abide by the General Business Terms and Conditions and the IB 
Specific Business Terms and Conditions. 

2.4	The User’s authorisation for the use of Internet Banking Products 
shall be invalidated, inter alia, by: 

	 a) The Client’s written notice of withdrawal of  authorisation; or 
	 b) The User’s written notice of termination of  authorisation,

delivered to the Bank. The User’s access to the banking services 
shall be terminated no later than the end of the next working day 
following the delivery of the Client’s notice of withdrawal of  author-
isation, or the User’s written notice of termination of  authorisation, 
as applicable, to the Bank, unless such notice specifies a later date.  

3	 BLOCKING OF INTERNET BANKING PRODUCTS 

3.1	If the Client  grossly or repeatedly  breaches any obligation arising for 
the Client from the Client’s relationship with the Bank, the Bank shall be 
authorised to  temporarily block the Internet Banking Product concerned. 

3.2	The Bank may block access to  an Internet Banking Product if rea-
sonable suspicion arises that unauthorised or fraudulent use thereof 
has occurred, or may occur. 

3.3	Also, the Bank shall be authorised to block access to  an Internet 
Banking Product if an increased risk exists that the Client may not 
be able to repay a loan granted thereto by the Bank. 

3.4	The Bank shall terminate the blocking of the Internet Banking Prod-
uct as soon as the reasons therefor have ceased to exist. 

3.5	Any blocking shall become effective on the date when the Bank’s de-
cision was made. 

3.6	The Bank shall notify the Client of any blocking initiated by the Bank, 
 notification of which shall be given in a suitable manner prior to, or 
promptly upon, the effectuation of the blocking. 

3.7	If  access to the Internet Banking Product has been blocked or limited 
out of the User’s initiative, any costs incurred in connection there-
with shall be borne by the User.

4	� TECHNICAL REQUIREMENTS FOR THE PROVISION OF 
INTERNET BANKING PRODUCTS 

4.1	The Bank specifies in the Summary of Internet Banking Services and 
Parameters (hereinafter “Parameters”) the personalised security to-
kens to be used for the provision of the User’s access to Internet Bank-
ing, requirements for the technical equipment needed by the User to 
be able to use  Internet Banking Products, and the banking services 
available for use through  Internet Banking Products and relevant 
deadlines. The current Parameters are published on the Bank’s web-
sites and available on demand at the Bank’s branches. 

4.2	The Bank may suspend or limit the use of  an Internet Banking Prod-
uct for a time inevitably needed for maintenance or data processing. 

5	 SECURITY OF INTERNET BANKING PRODUCTS 

5.1	When using Internet Banking Products, the User must authenticate 
him /her self by means of the required security tokens received from 
the Bank. The User may change his/her passwords and PINs at any 

time. Only the last PIN entered/set by the User shall be deemed mu-
tually binding upon the Parties. This shall equally apply to the pass-
word used for communication with the Bank. 

5.2	Any action following the due use of the personalised security tokens 
shall be deemed the User’s own action. It is hereby expressly agreed 
that any payment transactions so made shall be deemed authorised. 
Where the particular internet banking application/functionality so 
allows for a particular payment transaction or other transaction (such 
as change of products), the transaction shall be deemed authorised 
upon pressing the payment confirmation/signature button. 

5.3	The User shall be required to take all reasonable steps to protect 
his/her personalised security tokens. 

5.4	The personalised security tokens identify the particular User and are 
not transferable. The User shall bear full liability and responsibility 
for any damage due to loss, theft or misuse of his personalised se-
curity tokens. 

5.5	The provision of personalised security tokens may be subject to 
charge according to the Bank’s List of Fees. 

5.6	In the case of detected or suspected misuse of an Internet Banking 
Product, or loss or theft of personalised security tokens, the User must 
notify the Bank thereof without undue delay. The User shall be liable 
for any loss due to his/her failure to comply with the above obligation. 

5.7	Information on how any loss, theft, misuse or unauthorised use of 
an Internet Banking Product is to be reported to the Bank is availa-
ble on the Bank’s website and at the Bank’s points of sale. 

5.8	The User shall not make any copies of the software media contents 
and shall use  only such devices  that are not able to threaten or pre-
vent the operation of systems, whether due to defects or virus infec-
tion or otherwise.

6	 CERTAIN LIABILITY PROVISIONS 

6.1	The User shall be liable for any loss or damage incurred by the Bank 
or third parties, for instance, as a consequence of the transmission of 
a computer or mobile-phone virus from the Client’s device  or an au-
thorised person of the Client, or any third-party device used by them. 

6.2	The User acknowledges and agrees that the Bank shall not be liable 
for any non-compatibility of a bank application with other appli-
cations existing in a mobile phone. The Bank shall not be liable for 
any damage to, or fault or loss of function of, any mobile phone and/
or application existing in it which is due to the fact that the mobile 
phone was broken or otherwise defective or contained applications 
incompatible with the Bank’s banking application. The foregoing shall 
be without prejudice to any exclusion or limitation of the Bank’s liabil-
ity provided in the General Business Terms and Conditions. 

6.3	Where the internet banking service concerned enables the User to 
view information about third-party products, the Bank shall not 
bear any liability in respect  to the accuracy or availability of such 
information. The foregoing shall be without prejudice to any exclu-
sion or limitation of the Bank’s liability provided in the General Busi-
ness Terms and Conditions. 

6.4	The Client is obliged to report the loss, theft, misuse or unauthorised 
use of the Client’s means of payment or personal security feature, 
personal documents, mobile phone with a stored payment card, 
mobile banking activated or anything suspicious in connection with 
internet or mobile banking to the Bank immediately, but no later 
than within 10 working days. The Client is obliged to report an un-
authorised or incorrectly executed payment transaction to the Bank 
immediately, but no later than 13 months from the date of settle-
ment of the transaction, to the Bank’s Infoline (+420 221 210 031, 
non-stop) or at any branch of the Bank during opening hours.
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6.5	The loss of funds resulting from an unauthorised payment transac-
tion shall be borne by the Client up to an amount equivalent to EUR 
50 if the loss was caused by the use of a lost or stolen means of 
payment or personal security feature or by the misuse of a means 
of payment or personal security feature, provided that the following 
conditions are met simultaneously:

	 i) �the unauthorised payment transaction occurred after the Client 
reported the loss, theft, misuse or unauthorised use of a means of 
payment or personal security feature to the Bank; and 

	 ii) �has not intentionally or grossly negligently breached the obliga-
tion to protect personal security features. 

6.6	The loss of funds resulting from an unauthorised payment trans-
action shall be borne by the Client to the full extent if the Client 
has caused such loss by the Client’s fraudulent conduct or by inten-
tionally or grossly negligently breaching the obligation to protect 
personal security features. An intentional breach of the obligation 
to protect personal security features or a breach of the obligation 
to protect personal security features as a result of gross negligence 
shall be deemed to be a failure to comply with the rules set out in 
the Rules for the Secure Use of Internet Banking as well as generally 
binding legal regulations.

7.	 BANK IDENTITY 

7.1	 The Bank Identity is a means of electronic identification meeting the 
conditions of Act No. 21/1992 on banks, as amended (hereinafter 
referred to as the “Act on Banks”), and is used for remote identifica-
tion of the client vis-à-vis the Bank, state authorities, authorities of 
self-governing local communities, as well as vis-à-vis third parties 
outside the framework of a qualified electronic identification sys-
tem pursuant to Act No. 250/2017 on electronic identification, as 
amended (hereinafter referred to as the “Electronic Identification 
Act”), when using the services of these entities, should these enti-
ties and their technical capabilities so permit. The Bank is entitled to 
enable the use of the Bank Identity for the provision of trust services 
(including signing of documents) pursuant to Regulation (EU) No. 
910/2014 of the European Parliament and of the Council on elec-
tronic identification and trust services for electronic transactions in 
the internal market as amended. The Bank Identity consists of the 
identification data of the Client – a natural person in combination 
with personalised security features.

7.2	The Bank Identity is created on the day of its registration with the 
national point pursuant to the Electronic Identification Act (herein-
after referred to as the “National Point”). The Bank shall carry out 
this registration as soon as this is legally and technically possible. 

7.3	The Client is entitled to prohibit the registration of the Bank Identity 
with the National Point in advance, or to prohibit the use of the Cli-
ent’s already registered Bank Identity. The Client is entitled to revoke 
such a prohibition at any time.

7.4	 The Bank shall inform the Client about the registration of the Cli-
ent’s Bank Identity with the National Point. The Client is obliged to 
check the accuracy of the Client’s identification data, which are part 
of the Bank Identity, immediately after learning of its registration.

7.5	The Bank Identity may be issued to the Client:
	 7.5.1 whose legal capacity has not been restricted;
	 7.5.2 who is more than 15 years old;
	 7.5.3 �who has a contract entitling the Client to use an internet bank-

ing product;
	 7.5.4 �who has personalised security features in place to access In-

ternet banking; 
	 7.5.5 �who has been identified in the manner laid down in point (b) 

of Section 38ac(1) of Act No. 21/1992 on banks, as amended; 
and

	 7.5.6 �whose identity can be verified through the National Point by 
means of an identity card.

7.6	 The Bank is entitled to cancel the Client’s Bank Identity if it finds out 
that it was issued on the basis of false information, or if the Client’s 
data becomes invalid and the Bank is not able to update them.

7.7	 The Bank is entitled to update the Client’s identification data on the 
basis of information received from the National Point. 

7.8	The Bank Identity shall expire if the Client ceases to meet any of the 
conditions specified in Article 7.5.

8	 FINAL PROVISIONS 

8.1	The Parties shall have the right to terminate the contractual agreement 
authorising the User to use Internet Banking Products at any time by 
written notice. If  notice is given by the User, the validity of the contrac-
tual agreement shall end on the first banking day following the delivery 
of the written notice to the Bank, or on the date specified in the notice 
of termination, whichever comes later; if  notice is given by the Bank, 
the validity of the contractual agreement shall end upon expiry of two 
months of the delivery of the notice to the Client.


